**Catalogue des risques**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **No** | **Menace(s) / risque(s)** | **Cause(s) / auteur(s)** | **Dommage(s)** | **Frq** | **Importance du dommage quantifiable** | | **Importance du dommage non quantifiable** | |
| **1** | **Le risque humain : Oubli de fermeture de sessions.** | **Employé** | **Vol de document,**  **Accès à des ressources privées/confidentiel**  **Pose de logiciels malveillant** | **E** | **1** | **Reset du post** | **4** | **Suivant l’employé touché, perte de données sensible (comme des MDP, des mails ou autres données)** |
| **2** | **Le risque humain : Non actualisation régulière des mots de passe.** | **Employé** | **Chance de piratage qui augmente** | **C** | **3** | **Reset du post, rachat de matériel** | **4** | **Suivant la machine touchée, perte de données sensible** |
| **3** | **Le risque humain : Utilisation risquée d’Internet.** | **Employé** | **Chance de piratage qui augmente** | **C** | **3** | **Reset du post, rachat de matériel** | **4** | **Suivant la machine touchée, perte de données sensible** |

**Profils des risques**

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| *Dommages quantifiables* | | | | | |  | *Dommages non quantifiables* | | | | | |
| **E** | **1** |  |  |  |  | **E** |  |  |  | **1** |  |
| **D** | **1a**  **1b** |  |  |  |  | **D** |  |  |  | **1a**  **1b** |  |
| **C** | **1c** |  | **2**  **3** |  |  | **C** |  |  |  | **2 3**  **1c** |  |
| **B** |  |  | **2**  **3** |  |  | **B** |  |  |  | **2**  **3** |  |
| **A** |  |  |  |  |  | **A** |  |  |  |  |  |
|  | **1** | **2** | **3** | **4** | **5** |  | **1** | **2** | **3** | **4** | **5** |

**Catalogue des mesures**

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **No** | **Mesure(s)** | **Coût** | **Urgence** | **Frq** | **Efficacité quantifiable** | | **Efficacité non quantifiable** | |
| **1a** | **Session qui se ferme après (3-5) min d’inactivité.** | **Rien** | **Dans la semaine** | **D** | **1** | **Reset du post** | **4** | **Accès à des données sensibles** |
| **1b** | **Dossier important/confidentiel sécurisé par un mot de passe.** | **Analyser les dossiers qui en on besoin et à qui les MDP devront être transmis** | **Dans le mois** | **D** | **1** | **Reset du post** | **4** | **Accès à des données sensibles** |
| **1c** | **Mise en place de portes ouvrables uniquement avec des badges pour les pièces pouvant contenir des données sensibles** | **+ 25 000.-** | **Dans l’année, au fur et à mesure** | **C** | **1** | **Reset du post** | **4** | **Accès à des données sensibles** |
| **2** | **Mise en place d’un changement obligatoire des mots de passes tous les 6 mois** | **Formations** | **Dans le mois** | **B** | **3** | **Reset du post, rachat de matériel** | **4** | **Accès à des données sensibles** |
| **3** | **Bloquer des domaines sur le réseau** | **Choix des domaines, peut-être licence qui donne une liste des domaines à risques** | **Dans les 3 mois** | **B** | **3** | **Reset du post, rachat de matériel** | **4** | **Accès à des données sensibles** |